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PART I

1. The ITU World Telecommunication Policy Forum (WTPF) was established by the 1994 Kyoto Plenipotentiary Conference and is covered by the provisions of Resolution 2 of the 2002 Marrakesh Plenipotentiary Conference. The purpose is to provide a forum where ITU Member States and Sector Members can discuss and exchange views and information on emerging telecommunication policy and regulatory matters arising from the changing telecommunication environment. Although the WTPF shall not produce prescriptive regulatory outcomes or outputs with binding force, it shall prepare reports and, where appropriate, opinions for consideration by Member States, Sector Members and relevant ITU meetings.

2. By Decision 9, the 2006 Antalya Plenipotentiary Conference decided to convene the fourth World Telecommunication Policy Forum in 2009, in order to discuss and exchange views on a number of the themes, noting: 

· that convergence, including Internet-related public policy matters, is one of the topics of high current interest to ITU Member States and Sector Members;

· that the continued development of convergence, next-generation networks, and Internet also has significant implications for several domains, particularly for capacity-building, especially in developing countries;

· that a study of emerging telecommunications policy and regulatory issues is also amongst the topics of high current interest to ITU Member States and Sector Members;

· that a study of new and emerging issues as referred to in Res. 146 (Antalya, 2006) is among the topics of high current interest to ITU Member States and Sector Members.
3. To give the Membership as much opportunity as possible to contribute to the preparations for WTPF, in accordance with previous decisions by Council
, the Secretary-General convened an Informal Experts Group (IEG) from Member States and Sector Members to revise the draft Report of the Secretary-General
 and prepare the draft opinions. The IEG was chaired by Mr. Mario Franco of the Portuguese Republic. The first IEG meeting took place on 24 June 2008; the second meeting took place on 24-25 November 2008; the third meeting on 26-27 January 2009; and the fourth and final meeting on 20 April 2009 in Lisbon, Portuguese Republic. 

4. The Policy Forum was preceded by a Strategic Dialogue on ICTs: Confronting the Crisis, held on 21 April 2009 and moderated by Mr. Stephen Cole of Al Jazeera news network and Mr. Vasco Trigo of RTP. Twenty-eight panelists participated in discussions on the evolution and impact of the financial and economic crisis on the telecommunication/ICT sector. Mr. Matthias Kurth of the European Regulators Group presented the outcomes of the Strategic Dialogue
 to the Opening Session of the Forum, summarizing some of the discussions and rich insights from the Strategic Dialogue. During the Strategic Dialogue, repeated calls were made for a “Digital Marshall Plan” for investment in ICTs to promote growth in the sector, which had been announced earlier by ITU at the Connect Africa Summit held in Kigali, Rwanda, in October 2007. It was stressed that such a plan should extend beyond the current crisis.
5. The fourth World Telecommunication Policy Forum (WTPF) was held at the Lisboa Congress Centre in Lisbon, Portuguese Republic, from 22-24 April 2009. It was attended by over 850 delegates, representing 118 Member States (including 29 of the Least Developed Countries) and 44 Sector Members and 5 United Nations entities, as well as 75 members of the public. High-level participation by VIPs reached unprecedented levels, including a record attendance of 19 Ministers, nine Deputy Ministers and over forty heads of regulators and commissioners. H.E. Mr. Paulo Campos, State Secretary and Vice-Minister for Public Works & Communications, Portuguese Republic, was elected Chairman of the Forum. 
6. The Policy Forum opened with addresses from H.E. Mr. Mario Lino, Minister for Public Works, Transport and Communications of the Government of the Portuguese Republic; Ms. Viviane Reding, European Commissioner for Information Society and Media; and Dr. Hamadoun I. Touré, Secretary-General of the ITU. In his opening address, H.E. the Minister Mr. Mario Lino emphasized the importance of ICTs in promoting the growth of the information society. He highlighted initiatives by the Portuguese Government to promote the use of ICTs in extending access to the information society, but noted challenges in the implementation of next-generation networks (NGNs). Ms. Reding, via a video message, congratulated the Portuguese Government on hosting the Forum. She drew attention to the technological revolutions of convergence and NGNs and emphasized the EU’s excellent working relations with ITU. Dr. Touré outlined the growing challenges reshaping the telecommunication industry, and emphasized that this Forum comes at a pivotal time, which will define the future direction of the industry.
7. Six Vice-Chairmen were elected for the Forum. These Vice-Chairmen were: Mr. Richard Beaird of the United States; Mr. Willy Jensen of Norway; H.E. Mr. Naum Marder of the Russian Federation; H.E. Mrs. Laure Olga Gondjout of Gabon; Mr. D. K. Agarwal of India; and Mr. Nabil Kisrawi of the Syrian Arab Republic.
8. In accordance with Resolution 2 (Rev. Marrakesh, 2002), discussions at the WTPF were based on a Report of the Secretary-General
, which served as the sole working document of the Forum. The contributions and comments of ITU Member States and Sector Members were incorporated into this report. The General Secretariat presented the report, on behalf of the Secretary-General, giving a broad overview of issues related to the four themes of the Forum: convergence, including Internet-related public policy matters; next-generation networks; emerging telecommunications policy and regulatory issues; and new and emerging issues as referred to in Resolution 146 (Antalya, 2006) on the Review of the International Telecommunication Regulations (ITRs).
9. Following a succession of opening statements
, the Policy Forum considered the draft Opinions appended to the Report of the Secretary-General. Four Working Groups were established to revise these draft Opinions that correspond to the four themes of the Forum.
	WTPF WG
	Chair
	Vice-Chairs

	WG-1

Convergence, including Internet-related public policy matters
	Mr. A. AL-DARRAB (Saudi Arabia)


	Mr. H. H. HUERTA REYNA
(CANITEC)

	
	
	

	WG-2

Next Generation Networks
	Mr. P. KARIYAPPERUMA, (Sri Lanka)
	Mr. S. MARINE
(Alcatel-Lucent)

	WG-3

Emerging telecommunications policy and regulatory issues
	Mr. B. GRACIE (Canada)
	Mr. C. LEE (ETRI)

	
	
	

	WG-4

The International Telecommunication Regulations (ITRs)
	Mr. J.J. MASSIMA-LANDJI (Gabon)
	Mr. V. SOUDOVTSEV
(Multiregional Transit Telecom)


The Chairmen of the Working Groups presented the results of the work undertaken by the Working Groups to Plenary for approval – see Annex I to this Report.
10. The Chairman of the Forum presented the draft opinions, which had been revised by the Working Groups. He invited the Forum to adopt the following Opinions: 

· Opinion 1 on Internet-related public policy matters;
· Opinion 2 on the implications of the advent of next-generation networks (NGNs) and advanced broadband access;
· Opinion 3 on ICT and the Environment;
· Opinion 4 on collaborative strategies for creating confidence and security in the use of ICTs;
· Opinion 5 on capacity building in support of the adoption of IPv6;

· Opinion 6 on the International Telecommunication Regulations (ITRs).
11.
The Policy Forum adopted the Opinions as presented in Part II of this Report.
12. 
The Secretary-General announced that ITU had entered into an MOU with the Government of the Portuguese Republic in 2007 to collaborate in a number of areas.  The first joint activity carried out in the framework of this MOU was this WTPF 2009.  To maintain the momentum, and based on the excellent cooperation to date, the Secretary General informed participants that ITU and Portugal are establishing an annual prize for initiatives promoting the development of mobile information society in the areas of m-learning, m-government, and m-development. In addition, an e-school international project under the framework of the ITU Connect the World initiative will be launched..  This project will include the dissemination of laptops to children in developing countries.

13.
In his closing speech, the Secretary-General of the ITU, Dr. Hamadoun I. Touré, thanked the delegates to the Forum for their active participation. He thanked the Government of the Portuguese Republic for their outstanding organization, in particular Mr. Mario Franco for his dedication and able leadership of the Informal Experts Group. He also thanked the Chairman of the Forum, H.E. Mr. Paulo Campos, State Secretary and Vice-Minister for Public Works & Communications of the Government of the Portuguese Republic, for his outstanding conduction of the Forum. Finally, he thanked H.E. Mr. Mario Lino, Minister for Public Works, Transport and Communications of the Government of the Portuguese Republic, for his unfailing support.
PART II
LISBON CONSENSUS
Participants of the fourth World Telecommunication Policy Forum acknowledged the far-reaching importance of Information and Communication Technologies (ICTs) in extending the benefits of the Information Society for all. Participation in the Information Society by means of current and modern communication technologies offers the prospect of significant and sizeable benefits.

At the same time, new telecommunication policy and regulatory issues are emerging, associated with convergence, technological change and the advent of next-generation networks (NGNs), inter alia. New and evolving challenges are arising in relation to concepts of regulation, universal service, the availability and affordability in the provision of telecommunication services, especially in a challenging economic climate. The World Telecommunication Policy Forum 2009 was convened to address these and related concerns. In this respect, consensus was reached on a number of opinions:
· Internet-related public policy matters; 
· The implications of the advent of next-generation networks (NGNs) and advanced broadband access;
· ICT and the Environment;
· Collaborative strategies for creating confidence and security in the use of ICTs;
· Capacity building in support of the adoption of IPv6;
· The International Telecommunication Regulations (ITRs).
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OPINION 1 ON INTERNET-RELATED PUBLIC POLICY MATTERS 
The fourth World Telecommunication Policy Forum (Lisbon, 2009),


recognizing

a)
that Decision 9 (Antalya, 2006) decided to convent the fourth World Telecommunication Policy Forum (WTPF) in order to discuss and exchange views regarding Internet-related public policy matters, among other themes;

b)
that the World Summit on the Information Society resulted in the following outcome documents: the Geneva Declaration of Principles, the Geneva Plan of Action, the Tunis Commitment and the Tunis Agenda for the Information Society;

c)
that the WSIS outputs contain paragraphs related to Internet Governance;

d)
Resolution 101 (Rev. Antalya, 2006) on Internet Protocol-based networks;

e)
Resolution 102 (Rev. Antalya, 2006) on ITU’s role with regard to international public policy issues pertaining to the Internet and the management of Internet resources, including domain names and addresses;

f)
Resolution 133 (Rev. Antalya, 2006) on Role of administrations of Member States in the management of internationalized (multilingual) domain names;

g)
Resolution 47 (rev. Johannesburg, 2008) of the World Telecommunication Standardization Assembly (WTSA) on Country code top level domain names;

h)
WTSA Resolution 48 (rev. Johannesburg, 2008) on Internationalized domain names;

i)
WTSA Resolution 49 (rev. Johannesburg, 2008) on ENUM;

j)
WTSA Resolution 50 (rev. Johannesburg, 2008) on Cybersecurity;

k)
WTSA Resolution 52 (rev. Johannesburg, 2008) on Countering and Combating spam by technical means;

l)
WTSA Resolution 69 (Johannesburg, 2008) on Non-discriminatory access and use of Internet resources

m)
WTSA Resolution 75 (Johannesburg, 2008) on ITU-T’s contribution in implementing the outcomes of the World Summit on the Information Society, and the establishment of a Dedicated Group on Internet-related Public Policy Issues as an integral part of the Council Working Group on World Summit on the Information Society;

n)
Council Resolution 1282 and its amendments by Council-08 in accordance with WTSA Resolution 75 (Johannesburg, 2008); (see Doc. C08/88)


noting

that some of the key policy questions that have been identified in the ITU Handbook on Internet Protocol (IP)–Based Networks and Related Topics and Issues; 


Further noting 
a)
that paragraph 68 of the Tunis Agenda for the Information Society (Tunis, 2005) recognizes that all governments should have an equal role and responsibility for international Internet governance and for ensuring the stability, security and continuity of the Internet and also recognizes the need for development of public policy by governments in consultation with all stakeholders. 

b)
that paragraph 63 of the Tunis Agenda states that countries should not be involved in decisions regarding another country’s ccTLD; their legitimate interests, as expressed and defined by each country, in diverse ways, regarding decisions affecting their ccTLDs, need to be respected, upheld and addressed via a flexible and improved framework and mechanisms. 

c)
that paragraph 65 of the Tunis Agenda underlines the need to maximize the participation of developing countries in decisions regarding Internet governance, which should reflect their interests, as well as in development and capacity building (see also item 3.6 of the summary records of the sixth plenary meeting of the Council-08);


is of the view:

to invite the Council Working Group implementing the outcome of WSIS, in addition to the tasks entrusted to it by ITU Council-08, to further consider and propose ways and means to:

a)
enable ITU to continue playing its role in facilitating the coordination of Internet-related public policy issues as expressed in para 35 d of the Tunis Agenda for the Information Society;

b) 
enable the Dedicated Group on international Internet-related Public Policy Issues  to continue playing its role in identifying, studying and developing matters related to international Internet-related public policy issues as expressed  in WTSA Resolution 75 (Johannesburg, 2008) and amended Council Resolution 1282;

c)
develop and promote an enabling environment that allows all governments, on an equal footing, to carry out their roles and responsibilities in international public policy issues pertaining to the Internet and in ensuring the stability, security and continuity of the Internet, but not in the day – to – day technical and operational matters that do not impact on international public policy issues;

d)
help the development of public policy issues by governments in consultation with all relevant stakeholders;

e)
give support to ITU, according to its mandate, to continue to study certain topics, including the management of Internet resources, international Internet interconnection (e.g., tariffs, and accessibility including persons with disabilities), the multilingual Internet and diversity of participation in the Internet;

e)
Report the outputs to Council-09 for its consideration.

Invites Member States

to contribute to these activities.
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OPINION 2 ON tHE IMPLICATIONS OF 
THE ADVENT OF NEXT-GENERATION NETWORKS
 (NGNs) 
and advanced broadband access


The fourth World Telecommunication Policy Forum (Lisbon, 2009),


recognizing

a) That, pursuant to the basic Instruments of the Union, the purposes of the Union includes the extension of international cooperation among all members of the Union for the improvement and rational use of telecommunications of all kinds, and the extension of the benefits of the new telecommunication technologies to all the world's inhabitants;

b) That the Plenipotentiary Conference 2006 adopted Resolution 137 (Antalya, 2006) on next-generation network deployment in developing countries;

considering

a) That convergence and the associated deployment of Next-Generation Networks (NGNs) will make a variety of audio, video, data and voice services available over a single infrastructure;

b) That NGNs could help foster broadband access which is essential to the creation of the Information Society;

c) That broadband access is available through different wireline and wireless technologies and will be provided by different methods in different countries, including an integral role for satellite technologies in extending the deployment of NGNs, particularly in remote and rural areas; 

d) That convergence will bring to end-users the benefit of enriched services in domains such as education, health, government services, agriculture, and disaster warning, among others, and this will contribute to social and economic development, especially for developing countries;

e) That continuous efforts initiated by the ITU-T Future Network Focus Group are on going to investigate a future vision of telecommunication/ICTs, including studies on various advanced technologies forming future networks,

noting
a) That all ITU Member States and Sector Members face both challenges and opportunities in the transition from legacy networks to NGNs;

b) That convergence raises important capacity-building issues – including for developing countries – because the skills and knowledge needed in a converged environment are not the same as those required in more traditional, vertically-separated environments;

c) That the deployment of NGNs requires significant investment in core and access networks and inter-operability between existing networks and NGNs; 
d) that increased use of services and applications including “Cloud and/or Grid computing” and peer-to-peer file sharing by end-users may result in the need for flexible networks that can accommodate unforeseen demands;
d) That terrestrial and satellite-based broadband wireless technologies could offer leapfrog solutions to expand access significantly in many remote and rural areas, with a unique role for satellite in expanding service delivery and coverage areas;

e) That convergence will result in competition among previously distinct service providers and will hence create a need for an adapted and innovative regulatory regime that encourages investment and promotes infrastructure and service competition;

f) That strengthening trust and security is becoming an essential pre-requisite to benefit from convergence and enable an information society open to everyone.


conscious
a)
That each Member State has the sovereign right to develop policies related to telecommunications to meet its needs and objectives;
b)
That Member States pursue policies that seek to promote capital investment, competition, stimulate innovation and ensure the consistency and predictability of regulatory frameworks;
c)
That Member States have legitimate public policy goals in the telecommunication sector, including universal access and service, competitive markets, technology innovation and transfer of technical know-how, and the development of human resources;

d)  that there is a need to ensure that legal and regulatory frameworks take into account the converged telecommunication environment.


concerned
a) That, despite the tremendous growth of mobile telephony, especially in developing countries, and the narrowing of the digital divide with regard to voice telephony, the divide in broadband access – in terms of both quantity and quality/cost – is widening between developed and developing countries;

b) That broadband access requires high capacity national/regional backbones and international connectivity that are lacking in many developing countries;

c) That the challenges of ensuring that broadband access commercially viable in many remote and low-income areas, especially in developing countries, are greater than those for voice telephony;

d) That the demand side for broadband access and associated NGNs requires the development of applications and services that are still lacking, or scarcely used, especially those tailored to the particular needs of developing countries’ populations;

e) That the technical, security and regulatory issues raised by convergence might play a role in the development of next generation networks and associated broadband access;

f) That new potential for bottleneck structures and market dominance in the telecommunication industry may emerge in a converged era;

is of the view
a)
That convergence and the provision of universal broadband access with the associated NGNs is a complex endeavor requiring a global approach involving the broad community of ICT stakeholders and including consideration of capacity-building, regulatory environment, security measures, application, infrastructure investment and service development, among others;
b)
That government policy should promote and enhance the advancement of affordable and secure NGN infrastructure development; 

c)
That, where appropriate, regulatory regimes should be forward-looking and regularly reassessed, in order to ensure that they keep pace with the rapid evolution of technological change;

d)
That Member States may need to examine carefully the implications of applying existing regulatory regimes to IP-based NGNs;

e)  That in particular, Member States could evaluate the benefits of establishing a converged ICT regulatory authority, relative to their particular circumstances and national needs.

invites
1) ITU Member States and Sector Members 
a)
to consider the introduction and deployment of IP-based NGNs, relevant to their national needs and circumstances;
b)
To develop NGN infrastructures that are inter-operable, conform to open standards and offer access to high-quality and secure services and an improved end-user experience;


   2)   ITU Member States

a) To take into consideration that convergence will have an impact far beyond technology and will dramatically change the way people access public services, do business and entertain, among others;

b) To consider that the current “broadband divide” is challenging and will normally necessitate public intervention
; and that such public intervention should not return to the old monopoly regime of telephony but will likely take the form of bold, innovative, and pragmatic set of measures aimed at encouraging investment and spending public money when appropriate and strictly needed;

c) To consider the following measures:

i. Develop an appropriate regulatory regime that encourages infrastructure-based and service-based competition for broadband access, while also taking into account the special characteristics of satellite technologies;

ii. Encourage and facilitate the use of multiple approaches for NGN deployment, including use of satellite networks; 

iii. Encourage innovation in service provisioning and allow any kind of service – including voice – to be part of a broadband service bundle;

iv. Encourage appropriate infrastructure sharing between operators and open access models especially for critical infrastructure;

v. Allow local authorities (such as municipalities and regions) to deploy infrastructure initiatives that do not jeopardize the principle of open competition between service providers in those areas;

vi. Promote the development of public e-services that leverage broadband access and build the needed human capacity for large-scale and effective use of such services, taking into consideration program 3 activities of the ITU D sector;

vii. Actively contribute to the ITU’s Global Cybersecurity Agenda and any other relevant international forum;

3) 
ITU Sector Members

a. To consider ambitious deployment plans for broadband access and NGNs, especially in developing countries, increasing the infrastructure investment, and to consider this endeavor as an opportunity to redefine their role as the “intelligent intermediaries” for end-user’s access to services;

b. To develop innovative services and applications that leverage NGNs and broadband access and collaborate with public authorities for the development of public e-services mentioned above;

c. To support ITU’s and Member States’ capacity-building initiatives related to NGN environment and applications, broadband technologies and security technologies and measures. 
4) 
ITU-T Study Group 13 to accelerate its work on Cloud and/or Grid computing referred to in noting d) above.

5) 
The ITU Secretary-General and the Directors of the three Bureaux to continue giving priority to the activities of Resolution 137 (Antalya, 2006).
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OPINION 3 ON ICT and the environment
The fourth World Telecommunication Policy Forum (Lisbon, 2009),


considering

a)
That the issue of climate change is rapidly emerging as a global concern that requires global collaboration;

b)
That the UN Secretary-General Ban Ki-moon has declared that climate change merits the very highest attention, and has called for comprehensive efforts to tackle climate change on all fronts, including adaptation, mitigation, clean technologies, reforestation and resource mobilization, and for all countries to do what they can to reach agreement by 2009;

c)
Resolution 71 (Antalya, 2006) Annex 1, and the Strategic Plan of the Union for 2008-2011, particularly Part I, Section 2;

d)
World Radiocommunication Conference 2007 Resolution 673 (WRC-07) on radiocommunications use for Earth observation applications and the series of WRC-07 Resolutions (671, 672, 750, etc.) related to studies on the further development and protection of radiocommunication systems involved in climate monitoring, disaster prediction, detection and disaster relief operations;
e)
Radiocommunication Assembly 2007 (RA-07) Resolutions ITU-R 53 and 55 on ITU-R studies of disaster prediction, detection, mitigation and relief;

f)
Resolution 73 of the World Telecommunication Standardization Assembly (Johannesburg, 2008), entitled “Information and Communications Technologies and Climate Change”;
g)
That the United Nations Intergovernmental Panel on Climate Change (IPCC) estimated that global greenhouse gas (GHG) emissions have risen by more than 70 per cent since 1970, having an effect on global warming, changing weather patterns, rising sea-levels, desertification, shrinking ice cover and other long-term effects; 
h)
That ITU, at the United Nations Conference on Climate Change in Bali, Indonesia, on 3‑14 December 2007 and at the United Nations Climate Change Conference in Poznán, Poland, on 1-12 December 2008, highlighted the role of Information and Communication Technologies (ICTs) as both a contributor to climate change, and an important element in tackling the associated challenges;

i)
The role that ICTs and ITU can play in contributing to the implementation of such an agreement;
j)
The importance of promoting sustainable development and the ways in which ICTs can enable clean development;

k)
 The possible contribution of ICTs to finding solutions to the global problem of food distribution, which includes the use of ICTs for sustainable and environmentally-friendly agriculture;

l)
That the role of ICTs to tackle the challenge of climate change encompasses a wide array of activity, including, but not limited to: the development of energy-efficient devices, applications and networks; the development of energy-efficient working methods; the implementation of satellite and ground-based remote sensing platforms for environmental observation, including weather monitoring; and the use of ICTs to warn the public of dangerous weather events and provide communications support for government and NGO aid providers;

m)
That Government, civil society and the private sector are strongly encouraged to initiate actions and implement projects and programmes for sustainable production and consumption and the environmentally safe disposal and recycling of discarded hardware and components used in ICTs.

considering further

a)
The ITU Report on Climate Change, which provides a comprehensive background of the ITU activities related to climate change; 

b)
The High-Level Segment at the 2008 Session of ITU Council, which highlighted the potential role of ICTs for combating climate change;
c)
That ITU-R and ITU-T Recommendations can play a critical role in the development of ICTs, such as the Common Alerting Protocol (CAP) Recommendation (ITU-T X.1303), which specifies a standard format for the distribution of emergency alerts and provides for the interoperability of ICTs involved in the detection and dissemination of disaster alerts, as well as Recommendation ITU-R BO/BT.1774-1 and S.1001 on radiocommunication terrestrial and space systems for early warning and in relief operations;  

d)
The leadership of ITU-R in establishing a cooperative arrangement with the World Meteorological Organization (WMO) in the field of remote-sensing applications, and the ITU membership in identifying the necessary radio-frequency spectrum requirements for climate monitoring and disaster prediction, detection and relief;
e)
The outcomes of the ITU Symposia on "ICTs and Climate Change", held in Kyoto, Japan, on 15‑16 April 2008, and in London, United Kingdom, on 17-18 June 2008;
f)
The report entitled, "Strategy for a climate-neutral United Nations", prepared by the Environment Management Group, and the endorsement by the Chief Executives Board for Coordination (CEB) in October 2007 of the strategy committing the United Nations system to attain climate neutrality within three years;

g)
The objectives, specific tasks, and deliverables of the ITU-T Focus Group on ICT and Climate Change which was established by the Telecommunication Standardization Advisory Group (TSAG);
h)
The standards development activities on ICTs and climate change by, for example, relevant ITU-R and ITU-T Study Groups in work related to Ubiquitous Sensor Networks (USNs), including wireless sensors of Intelligent Transport Systems, which allow the collection, detection, storage, processing and integration of situational and environmental information gathered from sensor devices connected to telecommunication networks;

i)
ITU’s role in launching the Dynamic Coalition on Internet and Climate Change (DCICC), which held its first meeting on 4 December 2008 during the Internet Governance Forum in Hyderabad and seeks to moderate the environmental impact of the Internet and to find new ways to embrace the power of the Internet for reducing GHG emissions worldwide. The ITU also organized a workshop at the IGF on the “Internet and Climate Change”, which featured a number of prominent speakers who emphasized that ICTs can potentially play an important role to reduce these emissions across all sectors; 

recognizing

a)
That ICTs can make a substantial contribution to mitigating and adapting to the effects of climate change;
b)
That ICTs play a vital role in monitoring and addressing climate change by supporting basic scientific research, which has helped to bring the issue of climate change into the public domain and to raise awareness of future challenges;

c)
That a future high-bandwidth, lower-carbon information society offers a platform for economic, social and cultural development that is sustainable;

d)
That the adverse effects of climate change may be uneven in their impact and may fall disproportionately on the most vulnerable countries, mainly developing countries
, given their limited capacity to adapt;

e)
That ICTs are a major mitigating factor in promoting efforts to moderate climate change and to limit and ultimately reduce GHG emissions through, for example, the development and introduction of energy-efficient devices, applications and networks;
f)
That the use of ICTs as a key component of energy-efficient work methods should include the reduction of emissions through, for example, paperless meetings, virtual conferencing, teleworking, among others, which in turn would be beneficial in terms of reducing the need to travel; 
g)
That “Smart” technologies using sensory modules attached to electrical instruments can be used to manage the power consumption of electrical instruments within the network

noting
a) That ICT solutions to the problem of climate change may be implemented by ITU Member States and by ITU Sector Members, and that collaboration between ITU Member States and Sector Members and other stakeholders may be necessary to address the problem;

b) That voluntary energy-efficiency ICT equipment standards may be adopted, while recognizing the benefits and challenges posed by increased use of ICTs and consequent energy consumption; 

c) That collaboration between ITU Member States and Sector Members will be necessary to effectively address the issues of climate change and the global problems of distribution of food;

d) That it is essential and urgent to provide an enabling environment in which ITU Member States, Sector Members, and other stakeholders, may cooperate to bring the benefits of ICT applications to the area of disaster prediction, detection and relief;
e) That it is also important to facilitate an enabling environment in which ITU Member States, Sector Member, and other stakeholders may cooperate to obtain and effectively use remote sensing data for research and public administration purposes;


conscious
a)
That each Member State has the sovereign right to develop policies related to reducing carbon dioxide emissions to meet its needs and objectives; however, international and/or regional collaboration is essential to reduce GHG emissions;
b)
That Member States are pursuing policies to encourage market-driven innovation and investment to reduce GHG emissions;
c)
That Member States have legitimate public policy goals to motivate the energy and other industries to develop effective methods to help address climate change challenges;

d)
That people can benefit from Member States’ efforts to increase awareness and promote information-sharing on the role of ICTs in combating climate change, in particular by promoting the use of more environmentally-beneficial and energy-efficient devices and networks and more efficient working methods, as well as the use of ICTs to replace or displace higher energy-consuming technologies/uses.

invites 
1.  
All Member States and Sector Members:

i)
to support the four deliverables of the ITU-T Focus Group on ICT and Climate change on: (a) definitions; (b) gap analysis; (c) methodology for measurement; and (d) direct and indirect impact on ITU-T standards and the follow-up actions by TSAG;
ii) 
to support the development of energy-efficient products, in accordance with the invitations of Resolution 73 to all ITU-T Study Groups; 

iii)
to continue to contribute to the creation of ITU standards for digital compression to reduce pollution;
iv)
to encourage use of ICTs to bolster international efforts to find solutions to the challenges of improving food distribution and implementation of the applications of WSIS Action Line C7;

v)
to contribute to the study by ITU on environmentally safe disposal and recycling of discarded ICT equipment and facilities;

vi)
to continue supporting the work of ITU-R in the use of the remote sensing (active and passive) for environmental observation, which can be used to forecast weather and warn the public in the case of natural disasters and to gather information on dynamic environmental processes and systems in accordance with relevant resolutions adopted by Radiocommunication Assemblies and World Radiocommunication Conferences; 

vii)
to consider supporting the work carried out by ITU and its response to the enhanced use of ICTs to respond in the event of natural or man-made disasters, which may include broadcast sound and television systems, and various satellite and mobile radiocommunication systems;

2.
The relevant Study Group in ITU-T 
to accelerate its work in implementing the question on Environmental protection and safety aspects of outside plant
3.
 The Secretary-General

a) 
to bring the content of Resolution 73 (WTSA-08) on Information and communication technologies and climate change to the attention of the ITU Council and take appropriate actions, taking into consideration the United Nations commitment to lead by example, to achieve climate-neutral status within three years; 

b) 
to continue, within the mandate of the ITU, to cooperate and collaborate with other entities within the UN in formulating future international efforts for the effective addressing of climate change, and to report the results of these efforts to the Council;

4.
 The Deputy Secretary-General and the Directors of the Telecommunication Standardization Bureau, the Radiocommunication Bureau and the Telecommunication Development Bureau

a)
to continue to work together, and with relevant study groups, to raise the awareness of these issues, especially in developing countries, as work progresses in their respective Sectors;

b)
to promote liaison with other relevant organizations in order to avoid duplication of work and to optimize the use of resources.
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OPINION 4 ON COLLABORATIVE STRATEGIES FOR CREATING CONFIDENCE AND SECURITY IN THE USE OF ICTs

The fourth World Telecommunication Policy Forum (Lisbon, 2009),


recognizing

a)
Resolution 71 (Rev. Antalya, 2006) concerning the Strategic Plan for the Union for 2008-2011, which, as outlined in Strategic Goal 4, highlights the importance of developing tools, based on contributions from the membership, to promote end-user confidence, and to safeguard the efficiency, security, integrity and interoperability of networks against threats such as spam, viruses, worms and denial-of-service attacks;

b)
Resolution 130 (Rev. Antalya, 2006) on the subject of strengthening the role of ITU in building confidence and security in the use of Information and Communication Technologies (ICTs), which underlined the priority importance of the topic in ITU;

c)
WSIS Action Line C5 on building confidence and security in the use of ICTs, in which ITU is principal moderator/facilitator;
d)
Resolution 45 of the World Telecommunication Development Conference (Doha, 2006) which addresses mechanisms for enhancing cooperation on cybersecurity, including combating spam through international and/or regional initiatives;

e)
 Question 22/1: Securing information and communications networks: Best practices for developing a culture of cybersecurity;

f)
Programme 3 of the Doha Action Plan on E-strategies and ICT applications which includes, as one of its priority activities, cybersecurity and its work in partnership with relevant public and private sector entities, on specific cybersecurity/Critical Information Infrastructure Protection (CIIP) development initiatives to assist developing countries in awareness and self-assessment, building and watch, warning and incident response capabilities, including, inter alia, the ITU National Cybersecurity/CIIP Self-Assessment Toolkit, the ITU Botnet Mitigation Toolkit, and other relevant toolkits under preparation;
g)
Resolution 50 of the World Telecommunication Standardization Assembly (Johannesburg, 2008), which calls upon ITU-T to work closely with ITU-D and other concerned entities and organizations outside of ITU to promote the worldwide harmonization of strategies and approaches to the issue of cybersecurity;

h)
Resolution 52 of the World Telecommunication Standardization Assembly (Johannesburg, 2008), entitled “Countering and combating spam”;

i)
Resolution 58 of the World Telecommunication Standardization Assembly (Johannesburg, 2008), entitled “Encourage the creation of national computer incident response teams, particularly from developing countries”;

j)
That spam, amongst others is one of the areas of threat which can have a cross-border dimension, and that challenges concerning spam include the indispensable need for international cooperation, as well as technical and legal measures, to address the problem,


recognizing further
a)
The important international activities associated with the development of security standards and Recommendations of ITU-T Study Group 17, including measures for countering and combating spam and measures in other standardization bodies, including ISO/IEC JTC1 and the Global Standards Collaboration group; 

b)
The ICT Security Standards Roadmap, a database of security standards hosted by ITU-T, which includes an inventory of national, regional and international initiatives and which can be used as a basis for the promotion of the worldwide harmonization of strategies and approaches in the field of cybersecurity;

c)
The ITU Global Cybersecurity Agenda (GCA), which promotes the establishment of a cooperative framework for the development of global multi-stakeholder strategies to enhance confidence and security in the use of ICTs;

d)
That, in order to assist ITU in advancing work in the fulfilment of its strategic goals, a High-Level Expert Group (HLEG) was established for the purpose of identifying strategies in five work areas, which include issues associated with capacity building, international cooperation, technical and procedural measures, as well as the identification of global strategies for the creation of organizational structures and policies in areas which include incident response, all of which are clearly linked to the mandate and core competencies of the ITU, and, in addition, certain issues of a legal nature; 

e)
The recommendations in the report of the Chairman of the HLEG, which summarizes the different views of the HLEG experts regarding proposals that were developed for each of the five work areas of the GCA,  


considering

a)
The crucial importance of telecommunication/ICT infrastructure to virtually all forms of social and economic activity;

b)
That the legacy Public Switched Telephone Network (PSTN) has a level of inherent security properties dictated by the public authorities, owing to its hierarchical structure and built-in management systems;

c)
That Internet Protocol (IP)-based networks provide reduced separation between user components and network components, if adequate care is not taken in the security design and management;

d)
That converged legacy and IP-based networks are therefore potentially vulnerable to intrusion, if adequate care is not taken in the security design and management of such networks;

taking into account

a)
That a specific initiative of the ITU Secretary-General undertaken under the GCA umbrella is the collaborative arrangement with International Multilateral Partnership Against Cyber-Threats (IMPACT), which is focused on the development of cooperative strategies and capacity-building tools on a global basis in response to cyber-attacks; 

b)
That the Child Online Protection (COP) initiative has been established as an international collaborative network for action to promote the online protection of children worldwide by providing guidance on safe online behaviour, in conjunction with other UN agencies and partners;
c)
That frameworks for opinion and information exchange aimed at cross-border sharing of national initiatives against illegal and harmful content on the Internet, while not fully developed, can provide an effective means to address the problem;

invites the ITU

1.
to pursue, principally on the basis of membership contributions and direction, further initiatives and activities, in close partnership with other concerned national, regional and international entities and organizations, consistent with Resolution 71 and all other relevant ITU Resolutions;
2
to promote more efficient approaches for improving security and risk management processes through Recommendations and other mechanisms by building upon the work achieved by ITU in the development of best practices and standards for cybersecurity; 

3
to assist developing countries in particular in promoting legislative efforts to combat, among others, spam, malicious code, identity theft and massive and coordinated cyber-threats against the operation of telecommunication/ICT infrastructures;

4
to catalogue best practices on a national level that will allow the benefits of the information society to be realized in a secure environment, including best practices about user-friendly security;

5
to continue to develop human capacity in all aspects of cybersecurity through the creation and continuous maintenance of various resources to assist countries in updating their cybersecurity capacities and capabilities, and through the development of training materials for national decision-makers that require international assistance in the areas of technical and procedural measures, organizational structures and international cooperative frameworks;

6
to undertake investigations, analysis and selection (in cooperation with ISO, IEC and others) of the ICT security standards and frameworks (such as the ISO/IEC JTC 1/SC 27 standards and technical reports on security techniques and ITU-T X-series Recommendations developed by ITU-T Study Group 17) that can be leveraged to promote the development of procedural measures to address various issues;

7
to expedite the development of mechanisms to enhance the study of security-related issues, both through the existing programmes in ITU-T Study Groups 13 and 17, and ITU-D Study Group 1 through possible new Questions on economic incentives for security and protection of global telecommunications/ICTs;

8
to support the creation of entities and organizations which have capabilities in the area of incident response such as national Computer Incident Response Teams (CIRTs) in Member States, where such entities and organizations are needed and are currently absent, to identify best practices to establish such entities and organizations, to collaborate with international experts and bodies to establish such entities and organizations, and to facilitate collaboration between such entities and organizations, such as capacity-building and exchange of information, within an appropriate framework;

9
to interact with concerned international, regional and national entities and organizations, such as the United Nations Office on Drugs and Crime (UNODC), the Council of Europe, the Organization of American States (OAS), the Asia Pacific Economic Cooperation (APEC), the League of Arab States, Shanghai Cooperation Organization (SCO), the Commonwealth Independent States (CIS), the African Union, the Organisation for Economic Cooperation and Development (OECD), the Commonwealth, the European Union, the Association of South-East Asian Nations (ASEAN), the International Multilateral Partnership Against Cyber-Threats (IMPACT), the London Action Plan and others on how to address issues related to criminal activities committed over ICT networks in an internationally compatible manner;

10
to continue to augment the ITU Cybersecurity Gateway to provide a platform for the exchange of opinions and information on initiatives by Member States and the private sector on counter-measures against illegal and harmful content on the Internet, with regard to the interests of Member States and service providers, to develop the confidence in the use of ICTs;

invites Member States

1
consistent with freedom of expression, to share the understanding that distribution of illegal and harmful content on the Internet is a global threat,, and that global cooperation and collaboration are required to solve such threats;

2
to use proactively, along with the private sector, the ITU platform for the exchange of opinions and information on initiatives by Member States and the private sector to share best practices, while considering that definitions of illegal and harmful information and approaches to such information differ among countries;
3
to recognize that appropriate and effective measures should be taken, consistent with the respective national legal frameworks, to combat cyber threats including spam;

invites service providers, equipment suppliers and others as appropriate

1
to address, in close cooperation with relevant Member States, building on the work by ITU-T Study Group 17, the problem of the cross-border incidence of spam, among others, and to exchange senders and technical information, consistent with national legal frameworks, as well as best practices against cyber threats including spam (e.g. sender domain authentication).
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OPINION 5 ON CAPACITY BUILDING IN SUPPORT OF THE ADOPTION OF IPv6 

The fourth World Telecommunication Policy Forum (Lisbon, 2009),


considering

a)
that Internet Protocol (IP) is a protocol used for communicating data across a packet-switched network using the Internet Protocol Suite, and allows communication between one device and another through an addressing system;

b)
that IP addresses are fundamental resources that are essential for the future development of telecommunication/information and communication technologies, IP-based networks, and for the global economy; 

c)
that large contiguous blocks of IPv4 addresses are becoming scarce and that it is urgent to promote the adoption of IPv6;

d)
that among the most important challenges for all countries will be an environment in which IPv4 and IPv6 co-exist;

e)
that IPv6 may also expand applications such as Internet-connected mobile phones and sensor networks, as well as the deployment of new types of applications; 

f)
that, given that IPv6 deployment requires planning, investment and coordination over several years, increased awareness of the issues is needed;

g)
that IPv6  deployment is an important issue for Member States and Sector members in both developing and developed countries;


recognizing

a)
Resolution 101 (Rev. Antalya, 2006) concerning Internet Protocol-based networks and Resolution 102 (Rev. Antalya, 2006) on the subject of ITU’s role with regard to international public policy issues pertaining to the Internet and the management of Internet resources, including domain names and addresses;

b)
WTSA Resolution 17 (Johannesburg, 2008) on the subject of telecommunication standardization in relation to the interests of developing countries
;

c)
the Ministerial Background Report prepared for the OECD Ministerial Meeting on the Future of the Internet Economy held in Seoul Korea, 17-18 June 2008, entitled “Internet Address Space: Economic Considerations in the Management of IPv4 and in the Deployment of IPv6”, in which it was noted, inter alia, that consideration should be given to the specific difficulties of developing countries and the need to assist them with capacity-building efforts to help develop IPv6 infrastructure; 

d)
the ITU-T Workshop on IPv6 held in Geneva, 4-5 September 2008, for the purpose of providing an opportunity for discussion on the impact of the migration to IPv6, including importance of capacity building;

e)
WTSA Resolution 64 (Johannesburg, 2008) on the subject of IP address allocation and encouraging the deployment of IPv6 which, inter alia, instructs the Director of the TSB in close collaboration with the Director of the BDT to:


1) 
to initiate a project to assist developing countries, responding to their regional needs as identified by the Telecommunication Development Bureau (BDT); this project should be carried out jointly by the Telecommunication Standardization Bureau (TSB) and BDT, taking into consideration the involvement of those partners willing to join and to bring their expertise; 


2) 
to establish a website that provides information about global activities related to IPv6, to facilitate awareness-raising and the importance of IPv6 deployment for all ITU members and interested entities, and provides information related to training events being undertaken by relevant entities in the Internet community (e.g. regional Internet registries (RIR), local Internet registries (LIR), operator groups, the Internet Society (ISOC));


3) 
to promote awareness of the importance of IPv6 deployment, to facilitate joint training activities, involving appropriate experts from the relevant entities, and to provide information to developing countries, 


4)
to study the question of IPv6 address allocation and registration for interested members and, especially, developing countries and to report to the 2009 session of the ITU Council,


invites the ITU

1
in close collaboration with relevant interested parties, including the technical Internet Community (e.g. IETF, Local Internet Registries (LIR), Internet society) to accelerate activities associated with the implementation of WTSA Resolution 64 (Johannesburg, 2008), as well as to consider the questions of providing trust and security in the use of IPv6;;
2
to gather, appropriate information for capacity building purposes and promote awareness via the ITU website, as well as helping Developing Countries in building capacity for the adoption and use of IPv6;

3
in close consultation with the entities referred to above, to review the circumstances and provide information on options to facilitate the co-existence between IPv4 and IPv6;

4
to assist Member States in identifying cost implications of implementing and adopting IPv6.


invites Member States

to consider the importance of the adoption and uptake of IPv6 and economic repercussions thereof.

further invites Member States and Sector Members

to contribute to these activities.
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OPINION 6 ON THE INTERNATIONAL TELECOMMUNICATION REGULATIONS (ITRs)

New and emerging issues referred to in Resolution 146 (Antalya, 2006) on Review of the International Telecommunication Regulations

The fourth World Telecommunication Policy Forum (Lisbon, 2009),


recognizing

1
Article 4 of the ITU Constitution: Instruments of the Union

2
Article 42 of the ITU Constitution: Special Arrangements
3
Resolution 21 (Rev. Antalya, 2006) – Special measures concerning alternative calling procedures on international telecommunication networks
4
the relevant outputs of the 2008 World Telecommunication Standardization Assembly, in particular:


a)
Resolution 20 (Rev. Johannesburg, 2008) - Procedures for allocation and management of international telecommunication numbering, naming, addressing and identification resources;

b)
Resolution 29 (Rev. Johannesburg, 2008) - Alternative calling procedures on international telecommunication networks; 


c)
Resolution 50 (Rev. Johannesburg, 2008) – Cybersecurity;

d)
Resolution 52 (Rev. Johannesburg, 2008) - Countering and combating spam;

e)
Resolution 61 (Johannesburg, 2008) - Misappropriation of international telecommunication numbering resources;

f)
Resolution 65 (Johannesburg, 2008) - Calling party number delivery;

considering

a)
Decision 9 (Antalya, 2006), which resolved to convene the fourth WTPF in order to discuss and exchange views regarding new and emerging issues as referred to in Resolution 146 (Antalya, 2006), among other themes;

b)
Resolution 146 (Antalya, 2006) on Review of the International Telecommunication Regulations (ITRs), which resolved that the fourth WTPF should consider emerging telecommunication policy and regulatory issues, with respect to international telecommunications networks and services, for the purposes of understanding them and possibly developing opinions as appropriate;

c)
Resolution 146 (Antalya, 2006), which resolved that ITU-T should undertake a review of the existing ITRs, engaging with the other Sectors as may be required, with ITU-T as the focal point;

d)
that the Chairman of the Expert Group to Review the ITRs convened pursuant to Resolution 146 (Antalya, 2006) has transmitted to the Director of TSB a preliminary
 list of telecommunications policy and regulatory issues with respect to international telecommunication networks and services, containing a list of issues that may be considered to be new and emerging issues; 

e)
that the Council Working Group on the ITRs submitted to the 2005 Session of ITU Council a summary of discussion of new issues;


noting
1
that Resolution 146 (Antalya, 2006) resolved that a World Conference on International Telecommunications (WCIT) be convened at the seat of ITU in 2012, on the basis of the recommendations arising from the process of review described in Resolution 146; 

2
the list of telecommunications policy and regulatory issues with respect to international telecommunication networks and services compiled in July 2008 (third meeting) by the Chairman of the Expert Group to Review the ITRs,


is of the view
that the membership may wish to consider among others the following issues in the context of any preparations for the WCIT called for in Resolution 146 (Antalya, 2006) (presented in no particular order):

1. New article 5.4: “Member States shall require that administrations, recognized operating agencies, and private operating agencies which operate in their territory and provide international telecommunications services offered to the public, apply the ITU-T Recommendations relating to safety of life, priority telecommunications, disaster recovery and emergency telecommunications”;

2. Countermeasures against spam (including combating spam) and related issues such as phishing, malware, etc.;

3. Add at the end of 4.3.a): “harm to technical facilities and personnel shall be construed to include spam, malware, etc. as defined in relevant ITU-T Recommendations (as the case may be), as well as malicious code transmitted by any telecommunication facility or technology, including Internet and Internet Protocol.  Furthermore, the said provision shall be construed to prohibit connection of terminals that cause harm to technical facilities or personnel”;

4. Settlement of disputes in particular to address problems raised by the unequal bargaining powers at the international level between operators;  

5. In article 9.1 (b) “avoid technical harm” should read “avoid financial and/or technical harm”.  That is, expand the scope to also cover financial issues, to the extent that these are not already included in the expression “technical harm”;
6. Misuse of numbering, naming and addressing resources, and of identification, meaning the use of a numbering resource when its use does not conform to the relevant ITU-T Recommendations’ assignment criteria for which it was assigned or when an unassigned numbering resource is used in the provision of a telecommunication service; modify 3.2 to include reference to preventing misuse and misappropriation of numbering resources;

7. More specifically concerning misuse, add at the end of 3.4: “Misuse should be prevented to the greatest extent practicable, by implementing the relevant ITU-T Resolutions and Recommendations and, as appropriate, by transposing them to national laws”;

8. New article 3.5: “Encourage administrations, recognized operating agencies, and operating agencies which operate in their territory and provide international telecommunications services offered to the public, to apply the ITU-T Resolutions and Recommendations relating to naming, numbering, addressing and identification”;

9. Misuse of facilities; modify 3.2 to include reference to preventing misuse of facilities;

10. Quality of service;

11. Alternative calling procedures on international telecommunication networks, taking into account the relevant ITU Resolutions and ITU-T Resolutions and Recommendations;

12. Cybersecurity, including security of data, of signaling and traffic information, and of billing information;

13. Fraud
, meaning use of telecommunications facilities with the intention of avoiding payment; without correct payment, with no payment at all, or by making someone else pay;

14. Hubbing
, meaning the routing of traffic to final destinations via a transit centre (hub), with payment being made, solely to the latter, of the termination  prices indicated in its hubbing offer;

15. In article 6 (or elsewhere as appropriate) add a new sub-article stating “Transit administrations shall, consistent with technical capabilities and national legal and regulatory frameworks, identify and transmit to termination administrations the origin of traffic that they receive, in particular by supplying the Calling Line Identifier (CLI)”;
16. Appropriate use of billing models.

ANNEX I
1.
REPORT OF THE CHAIRMAN OF WORKING GROUP 1 TO THE PLENARY
Working Group 1 met on 23rd April 2009, from 9:30 - 10:45 am to discuss two draft opinions: 

Draft Opinion 1: Internet-related public policy matters
Draft Opinion 2: capacity building in support of the adoption of IPV6

Given below are the reports for the two opinions:

1. Opinion 1:

The Arabic and English translations differed a little with regards to the text.

It was proposed the addition of the phrase “in addition to the tasks entrusted to it by ITU Council 2008” to the introductory sentence of the is of the view section. This was added by consensus.

A reference to WTSA Resolution 69 was included in the recognizing section.

The phrase “to continue playing its role in identifying, studying and developing matters related to international Internet-related public policy issues as expressed  in WTSA Resolution 75 (Johannesburg, 2008) and amended Council Resolution 1282” was added. 

Comments were made on adding this phrase at the end of Para a would make it appear like modification to 35d of the Tunis Agenda. Hence, it was proposed that it be added as separate Para b of the is of the view section. This addition was made.

A reference to be made to persons with disabilities while mentioning accessibility was added and in Para e of is of the view.

A separate section that invites Member states to contribute to these activities was added.

2. Opinion 5

An addition to Para 2 of the invites the ITU section on providing assistance to developing countries in adoption and use of IPv6 was included in Para 2.

A sentence on the ITU providing assistance on the cost of implementing IPv6, especially to developing countries was added  in Para 4 (in the invites the ITU section). Along the same lines, a phrase that asks for member states to consider the economic repercussions of implementing IPv6 was inserted in the invites member states section.

Text was provided and added to Para 1 of the invites the ITU section concerning the trust and security in the use of IPv6.

It was requested that a phrase “other alternative technologies” be added to the end of the sentence of the invites Member States section. No consensus was reached and the phrase was not included.

Though the working group was dealing with two draft opinions within a limited period of time, the discussions were completed within the allocated period and to the satisfaction of the WTPF delegates.

The chairman thanked the Secretariat for its support, the Vice-Chairman, interpreters and caption providers. 

Mr. A. AL-DARRAB
Chairman of Working Group Plenary 1


2.   REPORT OF THE CHAIRMAN OF WORKING GROUP 2 TO THE PLENARY
Opinion 2
Working Group 2 of the Plenary met yesterday morning from 11.15 to 12.40 hours.
It considered Draft Opinion 2, together with a written proposal from Japan in document INFO/17, which was agreed on in principle by the Working Group.

During the meeting, a number of other changes were proposed, discussed and agreed on in principle. 

In view of the limited amount of time available, a drafting group was created to include these additional changes in the Draft Opinion 2 outside the meeting. 

The drafting group was chaired by the Vice-Chairman of Working Group 2 and met also yesterday from 13.00 to 14.15 hours, outside normal working hours.

About 20 Member States and Sector Members* attended this drafting group meeting with a very good constructive spirit, representing in particular all the parties and experts having proposed additional changes during the Working Group 2 meeting.


As the result of the work of the Drafting Group, further clarifications were provided and all the proposed changes were reflected in a revised version of Draft Opinion 2, which is now available as Temporary Document 2 (Rev.1) for consideration by the Plenary.

In so doing and in order not to overload the purpose of invites 2 b), it was understood that there should be “Equitable Access conditions for new entrance”.

Likewise, it was also understood that the current text in concerned f), was also addressing the case of persistent bottleneck structures and market dominance in addition to new potential ones that may emerge.

Mr. P. KARIYAPPERUMA

Chairman of Working Group Plenary 2

* Brazil, Canada, CANITEL, Iran, Iraq, ISOC, Japan, Rep. of Korea and ITU-T SG 13 Chairman, Pakistan, Singapore, Syria, SES New Skies, Switzerland, Thailand, USA, UK.
3.   REPORT OF THE CHAIRMAN OF WORKING GROUP 3 TO THE PLENARY
Working Group 3 met on 23rd April, 2009, from 2:30pm to 3:45pm to discuss two draft opinions: 

Draft opinion 3: ICT and the environment 
Draft opinion 4: Collaborative strategies for creating confidence and security in the use of ICTs 

Given below are the reports for the two opinions:

1. Opinion 3

It was proposed and accepted to include an additional para (g) under recognizing that refers to the use of smart technologies to manage power consumption of electrical instruments within the network.

Under invites, the relevant ITU-T Study Group was invited to accelerate its work in the area of ICT Waste management.

A reference to invite the ITU Council “to the study of climate neutrality for all ITU activities” was deleted.

Under section 1) All Member States and Sector Member of invites, a new addition was proposed and agreed upon: “to contribute to the study by ITU on environmentally safe disposal and recycling of discarded ICT equipment and facilities”

In addition to the proposed modifications which were incorporated into the final text of the opinions, the following comments were offered for the further consideration of the ITU membership in the appropriate forums:

· From Netherlands – under noting 

· That obligatory energy-efficiency ICT equipment standards may be adopted, while recognizing the benefits and challenges posed by increased use of ICTs and consequent energy consumption

· From Netherlands – under invites all Member States and Sector Members

· to support the development of obligatory standards for energy-efficient products, (by energy-efficient design of equipment and energy-efficiency during the production and use of products) in accordance with the invitations of Resolution 73 to all ITU-T Study Groups. Existing standards like the Ecodesign legislation and the Energy Star label may be used as a reference point

· From Montenegro

· to consider creation of simulative regulatory framework which may enable smooth switchover from traditional power supply sources to alternative sources of energy for electronic communications equipment, and which might be recognized by market players both as cost reduction and their contribution to mitigation of climate change effects

Comments on the adoption of consistent terminology have been reflected in the current version of the draft opinion. 

2. Opinion 4:

In para (f) of the recognizing section, an elaboration of the activities carried out under Programme 3 was requested. This has been incorporated. 

It was pointed out that spam is just one of the cyber-threats and a reference should be made to the presence of other existing threats. This distinction has been incorporated to such references in the draft opinion.

In para (1) of the invites the ITU section, a reference to resolution 71 and to other relevant ITU resolutions was added.

In para (3) of the invites the ITU section, “malicious code” was added to the list of threats. 

In para (4) of the invites the ITU section on best practices, a reference to best practices on user-friendly security was added.

In para (9) of the invites the ITU, the list of example entities for ITU to interact with  was expanded to include: the Shanghai Corporation Organization (SCO), Commonwealth of Independent States (CIS) and IMPACT.

In para (1) of invites Member States, the term “global issue” was replaced by “global threat”

Comments on the adoption of consistent terminology have been reflected in the current version of the draft opinion. 

The chairman thanked the Secretariat for its support, the vice chairman, the interpreters and caption providers. 

Mr. B. GRACIE
Chairman of Working Group Plenary 3

4.   REPORT OF THE CHAIRMAN OF WORKING GROUP 4 TO THE PLENARY
Opinion 6

The Chairman opened the meeting and introduced draft Opinion 6 on the International Telecommunication Regulations (ITRs).  He reviewed the process specified in Plenipotentiary Resolution 146 regarding the review of the ITRs, and the process used during the WTPF preparations, which resulted in draft Opinion 6.

Cuba introduced some proposals for changes to the draft Opinion, contained in information document 14.

On the basis of discussion, some changes were agreed to the draft opinion and these are shown in the new version.

It was also agreed that, in the future, the terminology “administrations, recognized operating agencies, and operating agencies” should be aligned to the terminology agreed in the 2006 Plenipotentiary Conference.
Mr. J.J. MASSIMA-LANDJI

Chairman of Working Group Plenary 4

ANNEX II
Various statements were made during the Opening Plenary on 22 April 2009, which can be found at: http://www.itu.int/osg/csd/wtpf/wtpf2009/statements/index.html
� See in particular Decision 498, found in document C2000/93, at: � HYPERLINK "http://www.itu.int/itudoc/gs/council/c00/docs/resdec/92.html" ��http://www.itu.int/itudoc/gs/council/c00/docs/resdec/92.html� 


� � HYPERLINK "http://www.itu.int/osg/csd/wtpf/wtpf2009/report.html" ��http://www.itu.int/osg/csd/wtpf/wtpf2009/report.html�


� http://www.itu.int/osg/csd/wtpf/wtpf2009/statements/


� � HYPERLINK "http://www.itu.int/osg/csd/wtpf/wtpf2009/report.html" ��http://www.itu.int/osg/csd/wtpf/wtpf2009/report.html�


� http://www.itu.int/osg/csd/wtpf/wtpf2009/statements/


� As defined in ITU-T Recommendation Y.2001.


� This has been already initiated by some developed countries.


� These include the least developed countries, small island developing states and countries with economies in transition.


� Which includes areas such as water management, air quality, agriculture, fishing, health, energy, environment, ecosystems and pollution control.


� See outcomes of the Global Forum on Effective Use of Telecommunications/ICT for Disaster Management: Saving Lives (10-12 December 2007).





�  The term “developing countries” also encompasses least developed countries, small island developing states and countries with economies in transition.


� The Group of Experts to Review the ITRs (ITR-EG) will convene its last meeting after the WTPF, and therefore the results of this Group might affect further work on the topics identified in this opinion.


� The text appearing against the term “fraud” is a first attempt to describe the meaning of this term.


� The text appearing against the term “hubbing” is a first attempt to describe the meaning of this term.





